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intrusion detection in, 277–278
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JOBACN (Job Action) attribute for, 237
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QSECOFR and, 272
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Secure Sockets Layer (SSL) in, 257–262
security configuration for, 278
security policies and, 19–20
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Object-level security, 147–194, 353–374. See also Object management
access control and, 358
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application security and, 368–371
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default public authority and, 158–160
design considerations and, 355
Index 423

Display Function Usage (DSPFCNUSG) in, 178
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EXCLUDE and, 153, 158–160, 163
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group profiles and, 153–155
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Internet security and, 272–273
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libraries and, 366
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obsolete object removal, 375–376
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queries and, 367–368
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Revoke Object Authority (RVKOBJAUT) in, 148, 161
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Print Queue Authority Report (PRTQAUT), 222
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  SPLCTL special authority in, 218
  tools for, 222
  Work with Output Queue (WRKOUTQ) in, 218
  Work with Output Queue Description (WRKOUTQD) in, 216
  Work with Spooled Files (WRKSPPLF) in, 218
Privacy issues, 5–6, 17
Private authorities, 109, 148–153. See also Authorities
  user profiles and, 109
Profile-swap APIs, 292
Profile-token APIs, 292
Programmer/analyst role, role-based access, 315–318
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limited user function (application administration) and, 174–179, 176, 177, 178
Public data, 17
Public key infrastructure (PKI), 224–226, 225
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QPWDLMTREP, 60, 64–65
QPWDLVL, 61, 376
QPWDMAXLEN, 61, 65–66
QPWDMINLEN, 61, 65–66
QPWDPDSDIF, 61, 66–67
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QRETSVRSEC (Retain Server Security), 39, 53, 125, 249
QRMTSIGN, 39, 54
QSCANFS, 39, 55–56, 207–208
QSCANFSCTL, 39, 55–56, 207–208
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IT personnel in, 309–321
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compliance issues and, 385
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Security data saved with an object, 399–400
Security incident response plan. See Incident response plan
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Security level 40, 31–34
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modified program restoration and, 33
moving to, 36–37
parameter-passing validation and, 33
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Trojan horses and, 33
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pointer removal and, 34–35
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application design and, 20
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Microsoft policies and, 252
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platform-specific issues and, 21
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SECURITY, 330
SECVFY, 331
SECVLDL, 331
Selective install feature, 253
Send TCP/IP Spooled File (SNDTCPSPLF), 216
Server security. See also Networks and connectivity
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(ADDSVRAUTE) in, 248–249, 250
End Host Server (ENDHOSTSVR) in, 252
End TCP/IP (ENDTCP) in, 252
exit points and, 255–256
host, 252
proxy servers in, 270
QRETSVRSEC (Retain Server Security) in, 249
Retain Server Security (QRETSVRSEC) in, 125
SOCKS servers in, 270
Start TCP/IP Servers (STRTCPSVR) in, 239–240
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Service functions, 127
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Service tools, 127–145
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Create Service Tools User ID in, 129
Dedicated Service Tools (DST) in, 127, 142–144
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Display Service Tools User ID in, 138, 139
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functional privileges in, 128, 132–137, 136–137, 136
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Sign-on security, 101–103
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LMTCPB (Limit Capabilities) and, 102–103
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options for, 101–103
system values for, 44–45, 51–52, 54, 96
user profiles and, 101–103
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Simple Network Management Protocol (SNMP), 247
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SNDCPSPFLF, 216
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Start TCP/IP (STRTCIP), 239–240
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UPD, 148, 150–151, 152, 197, 379
Update Data (UPDDTA), 182
Uploads/downloads, 267
USE, 379
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Change Expiration Schedule Entry (CHGEXPSODE) in, 110
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role-based access and, 104
SAVSYS and, 100
SECADM and, 86, 100
security implications of, 124–125
SERVICE and, 100, 101
service tools user identities and, 85, 127, 128–132. See also Service tools, 128
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USREXPDATE (User Expiration Date) in, 108
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